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THE U.S. ARMY�s ability to achieve battle-
field dominance critically depends on global

information dominance (ID), the free flow of infor-
mation to and from our forces while denying the en-
emy that same free flow. In today�s battlespace,
space superiority is a key ingredient of ID. Space
systems provide critical force multipliers needed to
conduct successful full-dimensional operations. To
achieve ID, the Army needs communications satel-
lites; navigation satellites; and reconnaissance, in-
telligence, surveillance, and target acquisition
(RISTA) satellites. Achieving space superiority to
protect space systems is of paramount importance
to Army commanders.

Department of Defense Directive 3100.10, Space
Policy, states that �the degree of dominance in space
of one force over another . . . without prohibitive
interference by opposing force� is dominant space
control (SC).1 Another document, Joint Publication
(JP) 3-14, Joint Tactics, Techniques, and Procedures
for Space Operations, defines SC as �ensur[ing]
freedom of action in space for friendly forces while
denying it to the enemy.�2 SC operations include
space surveillance, prevention, protection, and ne-
gation. Effective SC actions help ensure the Army�s
ability to provide intelligence support to U.S. forces.
It enhances a commander�s situational awareness
of the battlespace, ensures in-depth coverage of
the battlefield, facilitates unit coordination and
critical resource management, helps rapid force
projection, and protects vital battle command
functions. Effective SC also denies those same
advantages to an enemy and helps create the
foundation for swift victory.

As with any military capability, the Army has
a vested interest in mastering SC. A land com-
ponent commander�s (LCC�s) strengths will be
magnified and weaknesses lessened by effectively
applying SC measures. Protecting and defending

space systems requires various applications. Protec-
tive measures encompass everything from perim-
eter defense around a ground antenna or control
station to jam-resistant communications and data
streams. Likewise, denying an enemy�s access to
space might include destroying a ground station,
jamming the data stream or destroying the satel-
lite itself.

Most likely, depending on the threat and theater,
the commander will employ a combination of or-
ganic assets and nonorganic capabilities from other
services and national agencies using reachback. If
these assets are unavailable through reachback, the
theater commander must have his own organic ca-
pability to perform these functions.

According to U.S. Army Field Manual (FM) 100-
6, Information Operations, �Information is an es-
sential foundation of knowledge-based warfare.
When transformed into capabilities, information is
the currency of victory.�3 Space is today�s high
ground, and satellite systems provide critical infor-
mation. The Army uses space systems to enhance
force deployment, detect problems, provide early
warning, fill information gaps, reduce vulnerability,
and facilitate entry into a theater of operations. Space
systems also provide assured communications, re-
liable intelligence and weather information, and

Protecting and defending space
systems requires various applications. Protective
measures encompass everything from perimeter

defense around a ground antenna or control
station to jam-resistant communications and
data streams. Likewise, denying an enemy�s

access to space might include destroying
a ground station, jamming the data stream

or destroying the satellite itself.
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dependable and accurate positional data. The con-
nectivity provided by satellite communications sys-
tems enhances the flexibility, agility, and battle com-
mand of Army forces. Satellite systems provide
Army units with imagery and meteorological data
to support mission planning, terrain analysis, and

mapping. Information�the currency of space op-
erations�enables commanders to act before an en-
emy does and helps create conditions for victory.

Unfortunately, similar data may be readily avail-
able to an adversary on the open world market,
much of which can be used for military purposes.
The United States� advantages in collecting, pro-
cessing, and disseminating military data are steadily
eroding. Other nations openly share their satellite
products, and commercial products can be pur-
chased over the Internet.

Army’s Vital Interest for SC
Successful operations require the ability to anti-

cipate situations, respond with greater agility and
capability than the enemy, and support a high
operating tempo. Timely and accurate informa-
tion is vital. Space-based systems have unrestricted
access to battlefields and allow commanders to re-
ceive deep-operations information as quickly as they
can receive close-operation information. Space
systems enable Army forces to recognize critical
events, influence the decisionmaking process, en-
hance intelligence preparation of the battlefield,
and support total force positioning within the
battlespace. Space systems help the commander es-
tablish conditions conducive to effective operations
such as isolating the enemy force, detecting imped-
iments to movement, and countering nontraditional
threats. Space-based communications systems pro-
vide the global connectivity necessary to support
command and control (C2) planning, coordinating,
directing, and controlling. Tactical forces possess
improved capabilities to target the enemy, coordi-

nate fires, conduct operational maneuver, assess the
effects of previous operations, and anticipate enemy
actions.

SC operations facilitate friendly freedom of ac-
tion on the ground as well as in space. SC opera-
tions include surveying space systems, which pro-
vide both actual and predicted satellite positioning.
This knowledge enables a commander to know
when a threat system can view his operations. The
commander then has options to counter the threat
by hiding his forces, repositioning his forces, or
allowing the enemy to see the forces arrayed
against him.

The commander can also use satellite positional
information to better plan his own operations. Space
systems are one of the primary means of battle dam-
age assessment (BDA). If quick-turn BDA is nec-
essary, he can take that into account when planning
force employment. Communications and global
positioning system satellites might need to be in a
specific configuration to fully support the operation.

Being able to ascertain a satellite�s stability, op-
erational parameters, and operational uses creates
value for the warfighter. Even though a U.S. force
might be in view of a threat satellite, if that satellite
is unstable or offline, it might not really be a threat.

In an offensive counterspace role, SC operations
help suppress and negate enemy space capabilities.
The commander employs a counterspace capabil-
ity to protect the force from enemy satellites and as-
sure friendly access to space. If an adversary�s
ground forces cannot be neutralized due to po-
litical, economic, or other constraints, the com-
mander must defeat the space forces or systems to
support his own operations and to protect his force.
If he decides to employ a weapon against the satel-
lite, he will require an extraordinary fire control ca-
pacity. In such cases, the surveillance functions take
on a new importance�space control becomes fire
control.

Overall, SC capabilities are force multipliers for
operational effectiveness. Robust SC capabilities
mitigate the limitations of small, mobile forces such
as brigade combat teams while increasing their le-
thality. Space systems provide a reachback capabil-
ity to deployed forces to allow them to operate in
an austere environment or to conduct split-based
operations. Space systems enhance the Army�s ca-
pability to conduct full-dimensional operations, ex-
ercise more effective battle control, meet deploy-
ment demands, and allow flexible responses in
environments ranging from stability and support
operations to decisive engagement.

The resources a theater commander
or an LCC need for RISTA, for instance, are

controlled by organizations at the national level.
The Army does not control assets and capa-
bilities that are essential to victory for land

forces. Assets are limited, and their capabilities
and products are a matter of shifting priorities
that the Army has little control over. The Army

has much to lose if these systems are not
supporting the Army.
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Conducting SC Operations
Military applications of SC have solid foundations

in military doctrine, starting with JP 3-14. The Army
has developed the same doctrine in FM 100-18,
Space Support to Army Operations, and clearly ar-
ticulates its understanding of SC�s importance and
emphasizes the need to be a key player in carrying
out SC operations; however, the Army is limited in
its ability to influence the employment of these
space systems.4

The U.S. Air Force owns and operates most DOD
space systems and C2 capability. For example, the
worldwide Space Surveillance Network (SSN), cen-
tered at Cheyenne Mountain Operations Center,
Space Control Center, Colorado, tracks all manmade
objects in orbit. The Satellite Control Network,
headquartered at Schriever Air Force Base, Colo-
rado, enables the Air Force to command and con-
trol many of the DOD payloads in orbit.

The resources a theater commander or an LCC
need for RISTA, for instance, are controlled by or-
ganizations at the national level. The Army does not
control assets and capabilities that are essential to
victory for land forces. Assets are limited, and their
capabilities and products are a matter of shifting
priorities that the Army has little control over. The
Army has much to lose if these systems are not sup-
porting the Army. Defensive counterspace, those
efforts that guarantee friendly access to space, is a
limited toolset confined to surveillance, tracking,
and C2. The Army depends heavily on these space
systems but has no way to protect them. Also, the
Army has no apparent capability to deny an
adversary�s access to space.

If the Army truly has the most to lose if these
functions fail, then the Army has the most to gain
by ensuring those functions are accomplished. For
example, suppose the commander in chief is con-
sidering Operation Left Hook, a turning movement
to outflank enemy forces. This plan needs satellite
reconnaissance to detect resistance and confirm
routes. At the same time, the plan needs satellite re-
connaissance of the nation�s littoral region to access
resistance and map potential landing sites. In addi-
tion, the plan must ensure that the enemy does not
detect the preparations for Operation Left Hook.
Meanwhile, the National Command Authorities
(NCA) have decided that controlling the burning oil
fires in Kuwait is a national priority and that the
entire area needs surveillance. With only one satel-
lite capable of providing the resolution necessary to
fulfill these intelligence needs, a tasking conflict
arises.

At the same time, the enemy is procuring images
of allied forces from the Indian Remote Sensing
(IRS) 1D satellite and trying to procure imagery
from Space Imaging�s IKONOS satellite and
Israel�s Earth Remote Observation Satellite (EROS)
A1. But IRS-1D recently maneuvered its satellite,
and the SSN has not found it yet. Based on previ-
ous passes, the SSN knows that IRS-1D might soon
be over our immediate area, but we do not know
exactly when or where. The United States cannot
afford to have IRS-1D images of its marshaling ar-
eas passed to the enemy.

In this scenario, the LCC may simply be out of
luck. If the NCA decide the oil fires are the highest
priority, the LCC does not get his critical reconnais-
sance when he needs it. This will probably delay
Operation Left Hook, which will increase the risk
of discovery. Also, finding IRS-1D is problematic.
Without tracking sensors in theater, there is no ca-
pability to locate that satellite. Consequently, IRS-
1D is unrestricted and threatens to expose our forces

Information�the currency of space
operations�enables commanders to act before

an enemy does and helps create conditions
for victory. Unfortunately, similar data may be

readily available to an adversary on the
open world market, much of which can be

used for military purposes.
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Surveyors from the 30th Engineer
Battalion use GPS survey receivers
to establish precise positions during
a Bright Star exercise.
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and plans. At this point, the United States has lost SC;
denying the enemy access to space has failed.

To provide the necessary SC capabilities for the
21st-century Army, the Army Space Master Plan

(ASMP) and the U.S. Space Command Long-Range
Plan offer a compelling vision of the future as it re-
lates to SC. This vision of space supremacy and
uncontested control of space defines four key SC
objectives as the ability to:
l Surveil a region of space and achieve situ-

ational understanding.
l Protect our critical space systems from hostile

actions.
l Prevent unauthorized access to and exploita-

tion of U.S. space systems.
l Negate hostile space systems that place U.S.

interests at risk.

Recommendations
With organic SC assets, tomorrow�s LCC could

fare better. Given an operational-level, DOD-owned,
space-based radar system with C2 to task, control,
and process the data, the LCC could have a theater-
level space-based RISTA capability. The LCC
should also have surveillance and tracking capabili-
ties under his control. The tracking capability could
also be used to track an uncooperative target like
IRS-1D. The tracking function can also provide tar-
get acquisition that could direct the fires of the in-
theater counterspace capability.

Clearly, a tactical SC capability to support the
joint forces and LCC is a requirement. The primary
objective must be to establish SC at the theater or
operational level of war, both offensively and de-
fensively, within the land component. The U.S.
Army Space and Missile Defense Command
(USASMDC) is the only agency with the charter
and potential resources to implement such a capa-
bility. Deploying a fully capable SC �system of sys-
tems� will take several years; however, there are
steps that could be taken to realize such an interim
capability.

One step is for the Force Development and In-
tegration Center (FDIC) to begin drafting space
operations doctrine and SC FMs. Working closely
with the Space and Missile Defense Battle Lab
(SMDBL), FDIC will study operations in an ex-
perimental environment. Doctrine and FM con-
cepts can be evaluated before being finalized and
instituted throughout the Army.

SMDBL would design demonstrations and ex-
periments to develop and test SC technologies,
doctrine, and concepts. Using results from experiments,
SMDBL would work with FDIC to refine require-
ments that are already validated and to develop pro-
grams to acquire resources for future capabilities.

The Space and Missile Defense Technology Cen-
ter and the Space and Missile Defense Acquisition
Center, Army Space Program Office (ASPO),
should immediately look to the services� and
nation�s research and development labs, the ser-
vices� battle labs, academia, and industry for addi-
tional interim SC capabilities. The U.S. Army Space
Command (ARSPACE) could use ASPO�s accel-
erated acquisition authority to expedite integration
of acquired short-term SC capabilities.

A large portion of this work will fall on US-
ASMDC. The first order of business should be to
refocus the ARSPACE integrated product team and
make it responsible for supporting joint command-
ers, LCCs, and Army forces headquarters with
tactical deployable SC capabilities for short and
long term.

The USASMDC should also create a dedicated
military occupational specialty for space operations
and a space additional skill identifier for warrant
officers. If the Army wants to develop, acquire, and
then operate organic SC capabilities, it must have
trained soldiers. Functional area specialists, although
valuable, will simply be insufficiently trained to
meet the needs of day-to-day operations. Just as
specialized enlisted and warrant officer training is
required in all other branches, so too will special-
ized training and expertise be required for SC.

Eventually, ARSPACE will operationalize the
Army�s SC capabilities and create organizations to
employ these assets. The 1st Space Battalion Bat-
talion would pursue C2 and tactical warning/attack
assessment missions. The 1st Space Battalion would
also command Army space support teams (AR-
SSTs) and would be the conduit for transferring new
technologies from the SMDBL to the field. ARSSTs
would deploy to division and corps levels and would
be the Army space forces� primary C2 agents for
Army space assets. They would also serve on the
respective commanders� staffs as ARSPACE liai-
sons. The 1st Satellite Control Battalion would com-

The USASMDC should also create
a dedicated military occupational specialty for
space operations and a space additional skill

identifier for warrant officers. If the Army wants
to develop, acquire, and then operate organic SC

capabilities, it must have trained soldiers.
Functional area specialists, although valuable,

will simply be insufficiently trained to meet
the needs of day-to-day operations.
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mand the joint tactical ground station and the de-
fense satellite communications systems.

The 2d Space and Information Operations Bri-
gade (2d SpIO Bde) would become the space com-
bat arm of ARSPACE. Manning would include a
large pool of Army space operations officers, war-
rant officer technicians, and noncommissioned of-
ficers. The 2d SpIO Bde will be a fully deployable
unit, responsible for supporting the LCC in theater.
Its missions are active space and information opera-
tions (IO) defense and any counteroffense the LCC
may require. Once deployed, the 2d SpIO Bde
would come under the operational control of the
LCC and would require a highly technical skill mix
that would work closely with the intelligence units
that operate the tactical exploitation systems. The
2d SpIO Bde�s subordinate units would include the
8th IO Battalion (Land Information Warfare Activ-
ity), the 9th Space Battalion (SC), and the 10th IO
Battalion. The 8th would be responsible for all IO
activities. The 9th Space Battalion would have space
surveillance and negation capabilities. The 10th IO
would be dedicated to electronic warfare, both ter-
restrial and space. The 2d SpIO Bde would also,
when authorized, be able to directly support other
components of ARSPACE�s warfighting efforts.

The Southwest Asia scenario used earlier in this
article changes when the new 2d SpIO Bde is added
as the LCC�s organic SC forces. As before, the com-
mander in chief is considering Operation Left Hook,
a turning movement to outflank enemy forces. He
knows the enemy is procuring images of allied
forces from the IRS-1D satellite and trying to pro-
cure imagery from IKONOS and EROS-A1 satel-
lites. But the IRS-1D has recently maneuvered, and
the SSN has not found it yet. Based on previous
passes, the SSN knows that IRS-1D might soon be
over our immediate area, but we do not know ex-
actly when or where. The United States cannot af-
ford to have IRS-1D images of its marshaling ar-
eas passed to the enemy.

Before forming the 2d SpIO Bde, the LCC was
simply out of luck. He had no capability to detect,
track, or counter the space threat. The 2d SpIO Bde
has changed all that. ARSST members at division
receive word that IRS-1D has maneuvered. They
immediately relay the last confirmed position data
to the 9th Space Bn with the task to locate and dis-
rupt the satellite�s operations.

The 9th Space Bn activates surveillance radar in
search mode to cover the possible paths IRS-1D
may take. The surveillance radar detects the satel-
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[Space control] operations include surveying space systems, which
provide both actual and predicted satellite positioning. This knowledge enables a commander

to know when a threat system can view his operations. The commander then has options
to counter the threat, such as hiding his forces, repositioning his forces, or allowing

the enemy to see the forces arrayed against him.

The amphibious assault ship
USS Bataan lies across a pier
from a fast combat support
ship in this image taken
from the commercial IKONOS
satellite orbiting 423 miles
above the earth.



30 November-December 2001 l MILITARY REVIEW

Lieutenant Colonel Brad Baehr, U.S. Army, is currently serving as chief, Concepts and Initia-
tives, Space Directorate, U.S. Army Space and Missile Defense Battle Lab, Colorado Springs,
Colorado. He received a B.A. from the University of San Diego and is a graduate of the U.S.
Army Command and General Staff College. He has served in various command and staff posi-
tions in the Continental United States, Korea, and France, including commander, 1-12 Field Ar-
tillery, Fort Sill, Oklahoma; operations officer and project manager, Base Realignment and
Closure Office, the Pentagon, Washington, DC; and special assistant to the Chief of Staff,
U.S. Army, the Pentagon, Washington, DC.

Major Charles T. Purkiss, U.S. Air Force, Retired, is the manager for Army Space Projects,
Northrop Grumman, Colorado Springs, Colorado. He received a B.A. from Syracuse University.
He has served in various command and staff positions in the Continental United States, Vietnam,
and Germany, including manager, Colorado Springs Operations, Geodynamics Corporation, Colo-
rado Springs; program manager, Geodynamics Corporation; director, Tactical Plans, Headquar-
ters, U.S. Air Force Electronics Security Command, Kelly Air Force Base, Texas; and tactical
reconnaissance officer, Headquarters, U.S. Air Force, Europe, Ramstein Air Base, Germany.

Captain Willie H. Breazell Sr., U.S. Army, Reserve, is a senior system analyst with The Ana-
lytical Science Corporation (TASC), Litton Corporation, Colorado Springs, Colorado. He received
a B.A. from St. Leo University. He has served in various technical staff positions in the Continen-
tal United States and Europe, including officer in charge, Electronic Intelligence School, Fort
Devens, Massachusetts; and officer in charge, Electronic Threat Operations, Headquarters, U.S.
Army Training and Doctrine Command.

Major Russel B. Smith, U.S. Air Force, Retired, is a space analyst with TASC, Northrup
Grumman, Colorado Springs, Colorado. He received a B.S. from the U.S. Air Force Academy
and an M.A. from the U.S. Air Force Institute of Technology. He has served in various space
operations positions in the Continental United States and England, including space defense ana-
lyst, Cheyenne Mountain Air Force Base, Colorado; space operations staff officer and program
element monitor, Headquarters, U.S. Air Force Space Command, Colorado Springs; and chief,
Operations Training, 5th Space Surveillance Squadron, Royal Air Force Base Feltwell, England.

The primary objective must be to
establish SC at the theater or operational level
of war, both offensively and defensively, within
the land component. The U.S. Army Space and
Missile Defense Command is the only agency
with the charter and potential resource avail-

ability to implement such a capability.

lite and sends its position data to the 10th IO Bat-
talion, whose tracking radar produces fire control-
quality tracking data. Simultaneously, the 8th IO
Battalion begins to reconnoiter the information do-
main. IRS-1D data is transmitted electronically,
and the 8th IO Battalion prevents that imaging data
from reaching the intended user.

Meanwhile, the 10th IO Battalion sweeps the
electronic domain to ascertain the IRS-1D downlink
frequencies. The 10th could, if tasked, jam the
ground-based receiver site. The commander then
decides which method to use to counter the threat.
He has the resources to defend his own forces and
to neutralize the space threat.

The 9th Space Battalion could employ its mobile
laser dazzler to temporarily blind the satellite�s cam-
eras. If that were unsuccessful, the 10th IO Battal-
ion would attempt to jam the downlink site to pre-
vent images from downloading. Finally, if that
failed, the 8th IO Battalion could intercept the suc-
cessfully downloaded images during landline trans-
mission. Regardless of the method, the command-
er�s organic capability has neutralized the threat,
maintained SC, and allowed the plan to continue.

The Army�s ability to accomplish its missions
around the world depends largely on guaranteed
access to space systems. The force-multiplying ef-
fects of space systems allow for a small, lethal force
that can deploy quickly with assured knowledge of
the battlespace and the enemy. Space systems allow

split-based operations and the C2 necessary to man-
age dispersed forces. Space systems also provide the
means to know more than an adversary and to be
able to act before he does. Access to space can only
be guaranteed by applying effective SC measures.
Surveillance and tracking, satellite control, and
counterspace operations are the fundamental capa-
bilities the Army must have to guarantee access to
the information necessary for swift victory. An or-
ganic organization within the Army dedicated to SC
and ID could implement the necessary capabilities
for full support. Mastering space is no longer an
optional competency left to a single agency. MR
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